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Abstract of the contribution: This paper aims to complete the specification of USRP.
1. Introduction

The specification of USRP is not complete, the main part can only be found in the Annex with some open issues. This paper aims to complete the specification of USRP.
2. Discussion

The description of USRP in A.3.1.8 contains the main concepts of URSPs, but it does not clarify some details, and the used terminology and wording are not fully consistent. Therefore, instead of a simple copy the relevant part from the Annex to the normative specification, this paper proposes the copy the concept of A.3.1.8 into the main body with some additional clarifications, and modifications.
The main proposals in 6.1.2.2.1:
1. Remove the traffic route selection related part from ANDSP description as ANDSP is only about network selection, and USRP is about traffic route selection including traffic route selection between 3GPP and non-3GPP networks.

2. Add Access Type preference to the list as it is there in A.3.1.8.

It also proposed to move A.3.18 into section 6.6.X with some modifications and additional clarifications. The main changes are the following:

1. It is clarified that URSP can only be provided by HPLMN.
2. Clarified that S-NSSAI provided in the URSP is per HPLMN definition and that mapping of this HPLMN S-NSSAI to a VPLMN defined S-NSSAI is done per procedures defined in clause 5.15 of 23.501.

3. It is proposed to validity conditions to the USRP rules in a similar manner as they are there in ANDSF rules.

4. It proposed to clarify that user configuration have a precedence over URSP rules.

5. Tables with the details of URSP definition are created.

6. Terminology and wording of the description in the rules are harmonized.
3. Proposal

The following changes are proposed in TS 23.503.
Moreover, it is also proposed to remove Annex A.3.1.8 from the specification.

*** Start of changes ***

6.1.2.2
UE access selection and PDU session selection related policy control

Editor's note:
This clause will cover functionality that is independent from PCC related functionality.

6.1.2.2.1
General

The 5GC shall be able to provide policy information from the PCF to the UE. Such policy information includes:

1)
Access network discovery & selection policy: It is used by the UE for selecting non-3GPP accesses. The structure and the content of this policy are specified in clause A.3.1.8.

2)
UE Route Selection Policy (URSP): This policy is used by the UE to determine how to route outgoing traffic. Traffic can be routed to an established PDU session, can be offloaded to non-3GPP access outside a PDU session, or can trigger the establishment of a new PDU session. The structure and the content of this policy are specified in clause 6.6.X. The URSP rules include traffic filters that are used to identify the matching traffic and one or more of the following components:

2a)
SSC Mode Selection Policy (SSCMSP): This policy is used by the UE to associate the matching traffic with SSC modes and to determine the PDU session which this traffic should be routed to. It is also used to determine when a new PDU session should be requested with a new SSC mode.

2b)
Network Slice Selection Policy (NSSP): This policy is used by the UE to associate the matching traffic with S-NSSAIs and to determine the PDU session which this traffic should be routed to. It is also used to determine when a new PDU session should be requested with a new S-NSSAI.

2c)
DNN Selection Policy: This policy is used by the UE to associate the matching traffic with one DNN and to determine the PDU session which this traffic should be routed to. It is also used to determine when a PDU session should be requested to a new DNN. It may also indicate the access type (3GPP or non-3GPP) on which a PDU session to a certain DNN should be requested.

2d)
Non-seamless Offload Policy: This policy is used by the UE to determine which traffic should be non-seamlessly offloaded to non-3GPP access (i.e. outside of a PDU session).
2e) Access Type preference: If the UE needs to establish a PDU session for the matching traffic, this indicates the preferred Access Type (3GPP or non-3GPP).
In the case of a roaming UE, the V-PCF may retrieve ANDSP and URSP  from the H-PCF over N24. 
The ANDSP and URSP shall be provided from the PCF to the AMF via N15 interface and then from AMF to the UE via the N1 interface. The AMF shall not change the URSP provided by PCF. 

*** Next changes ***

6.6
UE access selection and PDU session selection related policy information

Editor's note:
This clause will cover functionality that is independent from PCC related functionality.
6.6.X UE Route Selection Policy information
The UE Route Selection Policy (URSP) includes a prioritized list of URSP rules. The UE may be provisioned with a USRP by the HPLMN. 
The URSP has a globally unique identifier that is used during the UE policy distribution by the PCF to determine whether the URSP shall be updated or not. The identifier includes the PLMN ID of the provider to learn the source of the policy. 
When the UE has valid USRP rules, the UE shall perform the route selection based on these rules, the applicable user preferences and application request. User preferences take precedence over the URSP rules. If a UE application requests a specific SSC Mode, S-NSSAI and/or DNN, the traffic of this application shall be routed to a PDU session that supports the requested SSC Mode, S-NSSAI and/or DNN. This means that the SSC Mode, S-NSSAI and DNN requested by the UE application shall take precedence over the corresponding values in the URSP rules. In case the network fails to select an existing PDU session or establish a new PDU session based on the user preferences, the network provisioned URSP is applied.
When the creation of a new PDU sessions is triggered by a USRP rule and the network rejects the PDU session establishment request, depending on the rejection cause the UE may request the establishment of a new PDU session establishment with different parameters (e.g. using different DNN) that fulfils the URSP rule.
If there are multiple IP prefixes within the PDU session, then the routing rules, described in clause 5.8.1.2 in 3GPP TS 23.501 [2], on the UE shall be used to select which IP prefix to route the traffic of the application.
The structure of the URSP and URSP rules are described in Table 6.6-1 and Table 6.6-2.
Table 6.6.X-1: UE Route Selection Policy
	Information name
	Description
	Category
	PCF permitted to modify in a UE context
	Scope

	Policy Identifier
	A globally unique identifier of policy. It shall include the PLMN ID of the provider of the policy to make it globally unique.
	Mandatory
	Yes
	UE context

	USRP rules
	1 or more USRP rules (see Table 6.6-2)
	Mandatory
	Yes
	UE context

	


Table 6.6.X-2: UE Route Selection Policy Rule
	Information name
	Description
	Category
	PCF permitted to modify in a UE context
	Scope

	Rule Precedence
	Determines the order the URSP rule is enforced in the UE.
	Mandatory
(NOTE 1)
	Yes
	UE context

	Validity Condition
	This part defines the validity condition for the rule
	
	
	

	Location Area
	This indicates the location area or areas when the rule is valid
	Optional
	Yes
	UE context

	Time
	This indicates the time when the rule is valid
	Optional
	Yes
	UE context

	
	
	
	
	

	Traffic Filter
	This part defines the traffic filters for the policy
	
	
	

	Application identifiers
	Application identifier(s) 
	Optional
	
	

	IP filters
	IP 5 tuple(s) (source IP address or IPv6 network prefix, destination IP address or IPv6 network prefix, source port number, destination port number, protocol ID of the protocol above IP)
	Optional
	Yes
	UE context

	Non-IP filters
	Filters for non-IP traffic
	Optional
	Yes
	UE context

	
	
	
	
	

	Route selection components
	This part defines the route selection components
	Mandatory
(NOTE 2)
	
	

	SSC Mode Selection
	Indicates that the matching traffic shall be routed via a PDU session associated with one of the included SSC Modes.
	Optional
	Yes
	UE context

	Network Slice Selection
	Indicates that the matching traffic shall be routed via a PDU session associated with one of the included S-NSSAIs.
	Optional
	Yes
	UE context

	DNN Selection
	Indicates that the matching traffic shall be routed via a PDU session associated with one of the included DNNs.
	Optional
	Yes
	UE context

	Non-seamless Offload indication
	Indicates if the matching traffic is Prohibited, Preferred or Permitted (i.e. allowed but not preferred) to be offloaded to non-3GPP access outside of a PDU session.
	Optional
	Yes
	UE context

	Access Type preference
	Indicates the preferred Access Type (3GPP or non-3GPP) when the UE establishes a PDU session for the matching traffic.
	Optional
	Yes
	UE context

	
	
	
	
	

	NOTE 1: Rules in a URSP shall have different precedence values.

NOTE 2: At least one of the route selection component shall be present 


Each URSP rules contain a Rule Precedence value that determines the priority of the rule within the policy. Rules in a URSP shall have different precedence values.
USRP rules may contain validity conditions, i.e. conditions indicating when the rule is valid. Only valid rules are taken into for route selection. 

Each URSP rule contains a Traffic filter. The Traffic filter is compared against data traffic and determine if the rule is applicable to this data traffic or not. The traffic that matches the traffic filter of a URSP rule is referred to as the "matching traffic" for this URSP rule. When route selection based on USRP is performed, the highest priority USRP rule that matches the given traffic shall be used for route selection. 
Each URSP rule contains one or more of the following components:
· Session Continuity Mode: Indicates that the matching traffic shall be routed via a PDU session supporting any of the included SSC Modes. It includes one or more SSC Modes (see clause 5.6.9.2 of 3GPP TS 23.501 [2]). When multiple SSC Modes are included, they are in priority order. 
· Network Slice Selection: Indicates that the matching traffic shall be routed via a PDU session associated with one of the included S-NSSAIs. It includes one or more S-NSSAIs according to HPLMN definition. When multiple S-NSSAIs are included they are in priority order. 
NOTE: 
S-NSSAI provided in the URSP is per HPLMN definition and that mapping of this HPLMN S-NSSAI to a VPLMN defined S-NSSAI is done per procedures defined in clause 5.15 of 23.501 [2].
· DNN Selection: Indicates that the matching traffic shall be routed via a PDU session to any of the included DNNs. It includes one or more DNNs. When multiple DNNs are included, they are in priority order.
-
Non-Seamless Offload indication: Indicates if the matching traffic is Prohibited, Preferred or Permitted (i.e. allowed but not preferred) to be offloaded to non-3GPP access outside of a PDU session. It may also indicate a specific non-3GPP Access network types or identifier (e.g. WLAN, SSID-x) on which the matching traffic is Prohibited, Preferred or Permitted.
-
Access Type Preference: If the UE needs to establish a PDU session for the matching traffic, this indicates the Access Type (3GPP or non-3GPP) on which the PDU session should be established. It may also indicate a prioritized list of accesses on which the PDU session establishment should be attempted.
*** End of changes ***

